**Sistemin güvenliğini artırmak ve 3 giriş için sadece izin verilip 10dk boyunca girişi kapatmak için;**

Ilk olarak terminale şu komutla dosyaya ulaşalım = sudo gedit /etc/pam.d/common-auth

**Açılan dosyanın (the "Primary" block) adlı yapısının altına şu satırı yazmak yeterlidir;**

auth required pam\_tally2.so onerr=fail deny=3 unlock\_time=600 even\_deny\_root\_audit

**Kilitlenmiş yapıları görmek için;**

Komut = sudo pam\_tally2

**Kilitlenmiş kullanıcıları açmak için;**

Komut = sudo passwd -u {isim}

**Kilitlenmemiş kullanıcıları kilitlemek için;**

Komut = sudo passwd -l {isim}